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HP Announces Industry’s First Real-time 
Application Security Analysis Solution 

Delivering application security intelligence to advance 

risk management 

 

 

 

PALO ALTO, Calif., April 12, 2011 – HP today announced the first 

application security analysis solution that discovers the root cause of 

software vulnerabilities by observing attacks in real time.  

HP Fortify Real-Time Hybrid Analysis, used in concert with the new HP 

Fortify 360 v3.0 and HP Application Security Center 9.0, helps 

organizations proactively reduce business risk and protect against 

malicious software attacks.  

A recent study of more than 150 organizations conducted by Aberdeen 

Group(1) found that the average total cost to remediate a single 

application security incident is approximately $300,000. As security 

incidents can happen at any point in the application life cycle, 

modernization initiatives can prove especially costly if they are not 

proactively secured from development to operations.  

Enterprises using the new HP offerings can deliver the application security 

intelligence required to effectively manage risk across the life cycle. By 

taking a pragmatic approach that secures applications from development 

to operations, organizations can develop a scalable, repeatable and 

cost-effective security assurance program to further reduce risk. 

―The traditional approach of single-point security solutions helps secure 

parts of a business, but limits enterprises from making informed 

decisions,‖ said Joseph Feiman, vice president and fellow, Gartner. ―To 

make optimal security and risk management decisions, enterprises must 

move from technological security silos to enterprise security intelligence. 

This can be achieved through the interaction of different technologies as 

well as contextual analyses of integrated security and business 

information.‖  

Based on advanced application security technologies, the new solutions 
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help clients:  

— Immediately respond to business threats: With new technology that 

correlates code-level analysis, HP Fortify Real-Time Hybrid Analysis 

allows organizations to observe security attacks as they happen to 

identify the point of vulnerability in code;  

— Manage enterprise risk from applications: Proactively protect against 

threat risks and address compliance requirements through HP Fortify 

360 Server, which detects security vulnerabilities across architectural 

layers and prioritizes remediation;  

— Accelerate innovation with the latest technologies: Through expanded 

automation and web services testing capabilities, HP WebInspect 9.0 

and HP Assessment Management Platform 9.0  increase security 

testing coverage of complex Web 2.0 applications;  

— Enhance productivity through greater collaboration: With new features 

that centralize vulnerability and remediation issues, HP WebInspect 

9.0 reduces the time to recreate and fix security defects, allowing 

developers, quality assurance and security teams to cover more 

applications with fewer resources; and  

— Protect the integrity of the enterprise: Providing new programming 

language support and integrations with HP WebInspect, HP Fortify On 

Demand tests the security of all applications quickly, accurately and 

affordably.  

―Applications bring new enterprise opportunities, but the threat 

landscape is constantly evolving,‖ said John M. Jack, vice president, HP 

Fortify business unit, Software, HP. ―With new advanced real-time 

security technologies, HP is delivering the application security intelligence 

needed to drive innovation while lowering the enterprise risk associated 

with it.‖  

These new security solutions are key elements of the HP Security 

Intelligence and Risk Management Framework, which helps businesses 

and governments in pursuit of an Instant-On Enterprise. In a world of 

continuous connectivity, the Instant-On Enterprise embeds technology in 

everything it does to securely serve customers, employees, partners and 

https://www.fortify.com/products/web_inspect.html
https://www.fortify.com/products/assessment_management_platform.html
https://www.fortify.com/products/fortify-on-demand/index.html
https://www.fortify.com/products/fortify-on-demand/index.html
http://www.hp.com/go/instant-on
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citizens with whatever they need, instantly.  

The new HP Fortify releases, part of HP Hybrid Delivery, are offered 

through multiple delivery models, including on-premise, on-demand 

software-as-a-service and managed services.  

Listen to HP’s keynote at the RSA Conference 2011 for more information 

on HP Security Intelligence and Risk Management Framework. 

About HP 

HP creates new possibilities for technology to have a meaningful impact 

on people, businesses, governments and society. The world’s largest 

technology company, HP brings together a portfolio that spans printing, 

personal computing, software, services and IT infrastructure at the 

convergence of the cloud and connectivity, creating seamless, secure, 

context-aware experiences for a connected world. More information 

about HP (NYSE: HPQ) is available at http://www.hp.com. 

(1) ―Securing Your Applications: Three Ways To Play,‖ August 2010, Aberdeen Group. 
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